**Le phishing .** L’hameçonnage, ou phishing, et rarement filoutage, est une technique utilisée par des fraudeurs pour obtenir des renseignement personnels dans le but de perpétrer une usurpation d'identité. La technique consiste à faire croire à la victime qu'elle s'adresse à un tiers de confiance (banque, administration, etc.) afin de lui soutirer des renseignements personnels : mot de passe, numéro de carte de crédit, date de naissance, etc. C'est une forme d'attaque informatique reposant sur l'ingénieri sociale. Elle peut se faire par courrier électronique, par des sites web falsifié ou autres moyens électroniques. **Terminologi**

« Hameçonnage » est un néologisme québécois créé en avril 2004 par l'Office québécois de la langue française[3](http://fr.wikipedia.org/wiki/Hame%C3%A7onnage#cite_note-3). En France, la Commission générale de terminologie et de néologie a choisi « filoutage » en 20061.Le terme phishing est une variante orthographique du mot anglais *fishing*, il s'agit d'une variation orthographique du même type que le terme *[phreaking](http://fr.wikipedia.org/wiki/Phreaking" \o "Phreaking)* (*f* remplacé par *ph*). Il aurait été inventé par les « pirates » qui essayaient de voler des comptes AOL et serait construit sur l'expression anglaise *password harvesting fishing*, soit « pêche aux mots de ase ». un attaquant se faisait passer pour un membre de l'équipe AOL et envoyait un message instantané à une victime potentielle. Ce message demandait à la victime d'indiquer son mot de ase, afin de, par exemple, « vérifier son compte AOL » ou « confirmer ses informations bancaires ». Une fois que la victime avait révélé son mot de ase, l'attaquant pouvait accéder au compte et l'utiliser à des fins malveillantes, comme l'envoi de spam.

Les criminels informatiques utilisent généralement l’hameçonnage pour voler de l'argent. Les cibles les plus courantes sont les services bancaires en ligne, les fournisseurs d'accès Internet et les sites de ventes aux enchères tels qu'[eBay](http://fr.wikipedia.org/wiki/EBay) et [Paypal](http://fr.wikipedia.org/wiki/Paypal). Les adeptes de l'hameçonnage envoient habituellement des courriels à un grand nombre de victimes potentielles.